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Online Safety Tips

4
Make sure that each child 
has their own profile on 
shared computers.  
Check browser histories 
to ensure safe use.

3
Be aware. Don’t allow 
your child to use Private 
or Incognito modes.

2
Teach your kids the value 
of strong passwords and 
to not share them with 
anyone except you. 

8
Disconnect. Set screen-
free times during the day.

9
Do not download files 
from an unknown person. 
Sometimes a phishing 
attack will involve a file 
being downloaded to 
your computer.

7
Set clear expectations: 
let your children know 
you will be checking their 
online activities. 

6
Collect all devices at night 
and charge them in your 
bedroom.

5 
Keep your kids in public 
areas when using devices.

1
Set up parental controls 
through your internet 
provider and on the 
device’s operating system.
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